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Poccunckume cucremol
pe3epBHOro KONMpPoBaHUSA

(CPK)

3aLLI,l/ITa AOaHHbIX B HOBOW pPeanbHOCTWN.

N cyBepeHuTeT




POATEX

Y10 cTOUT OAUH AEHb NPOCTOA Bawero busHeca?

NMoTepa naHHbIX

Cb6oi aucka, ransomware-ataka Unm YyenoBeyeckas olnbKa MoryT B
oQHOYaCbe YHUUTOXNTb KPUTUYECKM BaXKHYIO MHpopMauuio. bes
HaJEe>XHOWN CUCTEMbI PE3EPBHOM0 KOMMPOBaHNA BOCCTAHOBEHNE
OaHHbIX MOXKET OKa3aTbCA HEBO3MOXHbIM.

Fadd

PenyTauunoHHble noTepu

HapylieHne 0oroBopHbix 06A3aTeNbCTB U3-3a HEAOCTYNMHOCTU CUCTEM
NOAPbIBAET JOBepUe KINEHTOB U NapTHepoB. BoccTtaHoBneHne
0.eN0BOV penyTaunm MOXKET 3aHATb rofbl.

MNpocTon 6usHeca

Kaxkabin yac npoctosa I T-nHdpacTpyKTypbl 060pavumBaeTca NpaMbIMMn
thrHaHcoBbIMM NoTepsaMK. HYacbl N gHW Ha BOCCTAaHOBNEHME
O3HAYalT OCTAHOBKY BM3HEC-NPOLLECCOB M YMNYLLEHHYIO BbIrO4y.

5T

HecooTBeTcTBUE perynatopam

LLITpadbl 3a HecobnogeHne TpebosaHui 152-O3, CTIK n LB PO
MOryT AOCTUraTb MUNNOHOB pybnen. PerynaTtopHble puckn genatoT
otcytcTBMe CPK HegonycTUMbIM oNna cepbe3Horo bmsHeca.



POATEX

Y10 Takoe cucreMa pesepBHOro KonmposaHua 3-2-1?

Knaccuueckoe npasunno

«3 KOMNWW AaHHbIX, Ha 2 pa3Hblx TUNax HocuTenen, 1 konua — 3a Npegenamu
nnowaakn (offsite)».

2710 6a30BbIN NPUHLKMN, 06ecnevymnBaoLLNii MUHMMANbHYO 3alWLNTY OT NoTepu
MHdopMaunn.

B
= |
1 offsite
2 HocuTena

3 Konun

CoBpeMeHHan TPaKTOBKa

ABTOMaTM3MpOBaHHaH rmachopMa ynpasadawwaa NoSIHbIM XXN3HEHHLIM LNK/TOM
OaHHbIX! CO30aHNE, XpaHeEHWNE, NPOBEPKaA LLETOCTHOCTM M BOCCTAaHOB/1IEHUE.

FapaHTUpyeT BOCCTAaHOB/EHME 3a 3a4aHHOe BpeMa cornacHo metpukaM RTO u
RPO.

) [lpaBuno 3-2-1 ocraercqa 3010TbIM CTaHAAPTOM OTPAC/IU, HO
coBpeMeHHble CPK 3HauuTenbHO paclumMpsaoT ero BO3MOXKHOCTW 3a CYET
aBTOMaTM3aLUnK, oeaynanKkaunm U MHTENNEKTyanbHOM BepudmnKkaumn.
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PyHKUMOHaN, CTaBWWUN OTPACNEBbLIM CTaHAAPTOM

BesareHTHOe KonnposaHue

PesepBupoBaHmne Ha ypoBHE BUPTYasbHbIX
MalwuH nnu Tomos CX/[] 6e3 HeobxoaMMocCTH
YCTaHOBKM NporpaMMHoro obecneyeHms Ha
Kaxkablii cepBep. Ynpouiaet
aAMUHUCTPUPOBAHME N CHUXKAET HArpy3Ky Ha
NHAPACTPYKTYPY.

9,

Bepudukauna 6akanos

ABTOMaTM4yecKan npoBepKa LUENOCTHOCTHU

pe3epBHbIX KOMUA U MPoBeaeHNe «peneTnLmnn»

BOCCTaHOBNeHNA. [apaHTUpPYyeET, 4YTo B
KPUTUYECKNIA MOMEHT OaHHble AeNCTBUTENbHO
MO>XHO 6yaeT BOCCTaHOBUTb.

JL
ar

,El,ep,ynnMKa umna n KomMnpeccmna

CHWXKeHMe Harpy3sKuM Ha CeTb U CUCTEMDI
XPaHeHMs 3a cYeT UCKNYeHNA ay6mnKaToB r
CXKaTUA OaHHbIX. DKOHOMUA OMCKOBOIO
npocTtpaHcTBa gocturaet 90%, 4TO KPUTUYHO
npu 6onbwKX ob6bemax.

O

NHuTerpauna c o6nakom

MbpuaHble cxeMbl, BaaS-mMopenn v xpaHeHue
othhcanT-konuin B obnake 6e3 HeobxoaMMOCTH

cTpouTenbcTBa cobcTBeHHOro pesepsHoro LIO/.

[MBKoCTb N MacwTabmnpyeMocTb
MHAQPACTPYKTYPbI.

2

N'Mbkoe BoccTaHOBNEHUE

B03MO)XHOCTb BOCCTAaHOB/IEHMS OTAENBbHOIO
dhaina, noyToBOro coobuleHna, BUPTYyanbHOM
MalWHbI UM LEeNoro cepBepa 3a CYMTAHHbIE
MUHYTbI. Granular recovery MUHUMU3NPYET
BpPeMs NMpocTos.



POTEX
MMI'IOpTOHGBBBI/ICVIMOCTb KaK CTaHAOApPT

6e30nacHoOCTU

CyBepeHurteT Koaa 3aKpbiTne perynatopHbix TpeboBaHUU
OTeyecTBeHHasa pa3paboTKa C BKAOYEHNEM B pPeecTp CoBMECTUMOCTb C POCCUNCKMUMUN CPeacTBaMM
MunHuMpbl rApPaHTUPYET OTCYTCTBMUE CKPbITbIX KpunTorpadmnyeckon 3amTbl MHOPMaLUUW,
3aBNCUMOCTEN OT MHOCTPAHHbIX KOMMNOHEHTOB. [ToNHbIN BO3MOXXHOCTb aTTtecTaumum no TpebosaHnam OCTIK,
KOHTPOMb Had KPUTUYECKON MHPPACTPYKTYPOM 3aLNThI cooTtBetcTBMe 152-D3 n HopmaTueam LIE PO.
OAHHbIX. CHMXKeHne perynaTopHbIX PUCKOB.

Mopneprkka B PO NHTerpauuna c otedecTBeHHbIM CTEKOM
[MpAMble KOHTPAKTbl C POCCUNCKUM Pa3paboTUMKOM, HaTtnBHada nogaoep»kKa pPOCCUNCKMX onepaLMOHHbIX
ObICTPaa peakunsa Ha MHUMAEHTbI U PYCCKOA3bIYHAA cucteM (Astra Linux, Alt Linux, PEL OC), CYB/1 n
TexHn4yeckasa akcneptTnsa. OTcyTCcTBME PUCKOB nnatopmM BupTyanmsauum (basuc, zVirt). becwosHasn
NpeKpaweHna NoaaepP>XKn n3-3a CaHKLUN. paboTa B NONHOCTbIO MMMOPTOHE3ABUCMMOM

MHPPACTPYKTYpPE.



10 knoueBbIX pelweHnn POCCUNCKOTO PbIHKA

Mpynna 1: KopnopaTusHble 1 cneunanmusnpoBaHHble NNaTgopMbl

Kubep bakan

®narmanckaa CPK c nogaep»<koi
20+ cuctem BupTtyanmsauum, ML-
3aLLUMTON OT WNPPOBAbLIMKOB U
nHterpaunen c CX4 AORO

Basis Virtual Project

RuBackup

PelweHune nna pacnpeneneHHblx
ceten c moagynem AD n
nogaep»xkon Basis, Proxmox, zVirt

Monnep»kka B RuBackup 2.8 n Knbep bakan 18.0 ona nnatdopmbl «basmc»

Npynna 2: O6nayHble BaaS-pelweHusn

Yandex Cloud Backup

HaTnBHbIV cepBUC C MHTErpaumnemn
B Compute Cloud v nogaep»xkon
laC (Terraform)

VK Cloud Backup

O6nayHbih 63kan BM n B/l B
akocucteme VK c nHterpaymen
Handy Backup

Handy Backup

Peectp MuHundpbl N21027, 40+
nnarnHos ana patotbl ¢ 1C, B n
MoOYTOBbIMU CUCTEMAMWU

Xancrekc

POATEX

Bepecta PK

3ameHa Veeam/CommVault ¢
nenynnukaumen Ha Bcex YPoBHAX
n REST API

Bakan B S3, Azure Blob, NFS c gpeaynnukaunen n rnybokowm nctopmen Touekx

BOCCTaHOBJ1EHNA

Beeline Cloud Backup

YacTtoTa 63Kkana 0o 1 MuHyThl, SLA
99,95% ¢ prHaHCOBbLIMYU
rapaHTUAMMU

MWS Cloud Backup

13 30H pgoctynHocTu Tier I,
poccuiickaa CPK 13 peectpa
MuHuMdpbl B obnake



CPK pnsa on-premise n rtbpmgHon MHPPaCTPYKTYpPbLI

CucrteMma

Knébep bakan

RuBackup

Handy Backup

Bepecta PK

Basis Virtual Project

Xamncrekc

KniouyeBaa 0cobeHHOCTb

20+ cuctem BupTyanmsauymmn, ML-3awmTa ot ransomware,
annapaTtHble cHUMKKM ALRO, noyToBblEe CUCTEMDI

Moaynb AD, nogaep»xka Basis, Proxmox, zVirt,
MHOIOMNOTOYHOCTb, YOaNeHHasa HacTporika SSH

Peectp MuHundpbl N21027, 40+ nnarnHos (1C, B/1), o6pa3bl
anckos VHD, Windows/Linux

3aMeHa Veeam/CommVault, geaynnnkaumvsa Ha Bcex
ypoBHaAx, REST API, aBToobHapy»xeHune B[]

MNMoaTBep>kaeHa nogaep»kka B RuBackup 2.8 n Knbep bakan
18.0

Bakan B S3, Azure Blob, NFS/SMB/CIFS, penynnukauus,
ONUTENbHAA UCTOPUSA

NpeanbHbi cueHapuin

KpynHble kopnopauuu, rmbpunaHbie
NHPPACTPYKTYpPbl, NPUOPUTET — 3alUMTa OT
LWncpoBanNbLIMKOB

PacnpepeneHHble mnmnanbHble ceTn, cTek «pynnol
AcTpa»

CpenHuii busHec, legacy-npunno)xeHunsa, TOHKaa
HacTponKa

MIMnopTo3aMelleHue «nog KNou», MUrpaumna c
yHacnepoBaHHbIx CPK

OpraHusauum Ha nnaTopme BUPTYyann3aumm
«basucn

,D,O)'II'OCpO‘-IHbIe apXumBbl B 06bEeKTHbIX XpaHnanwax



Pe3epBHOe KonupoBaHune Kak cepsuc (BaaS)

Cucrtema

Yandex Cloud Backup

VK Cloud Backup

Beeline Cloud Backup

MWS Cloud Backup

JdKocucrema

HatuneHbin cepBuc Yandex Cloud,
Compute Cloud, ynpasnaembie b/, 1aC
(Terraform)

NuTterpaumna c VK Cloud (Handy Backup,
RuBackup)

Nnatdopma beeline cloud, 4+ LIO/,
DDoS Protection, Cloud SD-WAN

NHdbpacTpykTypa MTC, 13 30H Tier lll.
MNMopneprkka zVirt, PEL, ROSA, Basis, VK
Cloud, Postgres Pro, Tantor,
CommuniGate Pro

KnioueBoe npenMyuwecrtseo

BecwoBHaa paboTa BHYTPU 3KOCUCTEMDI,
nopnep»xka DevOps-noaxonos

KopnopaTtuBHbIv hOKyC, MPOCTOTa
ynpaBneHms

YactoTta 63kana 1 mmHyTa, SLA 99,95% ¢
hMHAHCOBbLIMW rAPaHTUAMMN, FOTOBbIE
DR-cueHapuun

Tpw BapuaHTa peanmsauymm ¢ POCCUNCKOW
CPK n3 peectpa MunHumndpbi.
LLInpoyaniwmim cnexkTp oTe4eCTBEHHbIX
nnatdopm

CueHapun

Harpy3ka B Yandex
Cloud, aBToMaTM3aums

laaS VK Cloud ons
KPUTUYHbIX HAarpy3okK

ectkne RPO (<1 mMuH),
hMHaHCOBbIE rapaHTUK
OOCTYNHOCTHN

MmnopTo3amelleHre B
obnake,
cepTndurymnpoBaHHasa
CPK c akcnepTnsomn



POATEX

Kak Bbi6bpaTtb CPK nop cBou 3apaun?

el S D

ApxuteKkTypa O6beKTbl 3aWwnThl Perynaropuka

OnpepenvTte ueneByto Moaenb: on-premise ong CocTaBbTe nepeyveHb: hU3nYecKme cepBepbl, [MpoBepbTe HeobxoamMMocTb cepTudunkaToB OCTIK,
NOMHOIro KOHTpONSA, rmbpuagHas gnsa rmbkoctu nnm BUPTYanbHble MalMHbl (KaKne rmnepsnsopbl nHterpaunm c CK3W, BkntoveHnsa B peectp
HaTMBHOe obnako (Yandex Cloud / VK Cloud / Beeline wuncnonbaytotca?), 6a3bl gaHHbix (1C, PostgreSQL, MuHumdpsbl, cootBeTcTBMSA 152-O3 1 TpeboBaHUAM
/ MWS) ona MUHUMU3aUMN MHDPPACTPYKTYPHbIX Oracle?), noyTtoBble cucTeMbl 1 hainosble LIE P® ona Bawen oTpacnu.

3aTpart. XpaHUMLLa.

MacwTab n reorpadcusn Ocob6aga 3awuTa RPO/RTO

OueHunTe pacnpeneneHHoCTb MHpacTpyKTypbl: ogHa Onpepenute notpebHocTb B ML-Moaynax ona YcTaHoBMTE A0MNYyCTMMOe BpeMs NoTepu AaHHbIX
nnowanka nnm dmnmanbHasa cetb. [ng 3aWmnThl OT WndpoBanbLnkoB (Knbep bakan), (RPO) n Bpemsa socctaHoBnenma (RTO). dna RPO < 1
reorpadmMyeckn pacnpeneneHHblX CUCTEM KPUTUYHA — UMMYyTabenbHbIX KONUAX U MexaHU3Max paHHero MUHYTbI paccMoTpuTe Beeline Cloud Backup ¢
noadep»<ka yganeHHoro ynpasnenus (RuBackup). 0BHapy»XeHna aHOManuin. YyacToToM KonnpoBaHua Ao 1 MUHYTHI.

Mogenb notpebnenua

Bbibepute mexxay CAPEX (kopoboyHaa nuueH3na gna on-premise pewenunin) n OPEX (o6navyHaa nognmncka ¢ onaaTton No pakTy MCNONb30BaHMS).
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NTorn: PesepBHoe KonnpoBaHue Kak
ocHoBa Nb-cTpaTterun

CrpaTternueckas Poccuimnckuim pbiHOK rotos
HeobxoanMocCTb CyLLecTByIOT 3pesnble peweHns Kak gns
CoBpeMeHHaa CPK — 310 cTpaxoBon KOMM/IEKCHOrO KOPNopaTUBHOIO

nonuc gna émsHeca B UMPPOBYHO 3NOXY, a BHeOpeHus, Tak 1 ANa 3aWmThl

HE «TexHMYecKasa onumns». Ccneunanm3npoBaHHbIX 3KOCUCTEM.
Bbi6bop — nop 3apavy (naBHbIN TpeHn

HeT yHnBepcanbHoro peweHuns. Beibop KoHBepreHumsa pe3epBHOro KoNMpoBaHUS
3aBUCUT OT MHPPACTPYKTYpPbI (4TO n knbepbesonacHocTm (Active Protection)
KonupyeMm), TpeboBaHu b (Kak nna 6opbbbl C COBPEMEHHbBIMUY YIPO3aMu,
3aWMULAEM) N PErYNATOPUKMN (4TO TaKMMW KaK ransomware.

OO/MKHbI).




KOHTaKTbI

foToBbI 06ecneunTb HaaeXKHYIO 3aWnTy AaHHbIX?

CBa)XMUTECb C HAMW ONa ayauTa Balwen MHPPaACTPYKTYpPLI
n nogbopa ontuManbHon CPK nopa Bawwn 3agayn.
KoHTakTHOe nuuo: opoweHko Anekcenn AnexkceeBny

HNon»xHocTb: [JunpeKTop NnpoeKTHOro odumca

Alexey.Doroshenko@rdtex.ru

POTEX &z,
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